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1
CLOUD-BASED INSTANT VOLUME
RESTORE WITH DATA SOURCE
SWITCHOVER FEATURE

BACKGROUND OF THE INVENTION

1. Field of the Invention

This invention relates to the field of computer software, and
more particularly, to software executable to restore a data
volume from a backup image.

2. Description of the Related Art

Computer systems generally store files in file system vol-
umes. If a storage device on which a volume is stored fails
then the volume may be lost. It is common practice for indi-
viduals and organizations to use backup software to protect
files that reside in file system volumes. For example, a client
computer system may be coupled to a backup server com-
puter system through a network. Backup software may
execute to transmit copies of files in a volume on the client
computer system to the backup server computer system,
where they may be stored in a backup image. If the volume
later fails on the client computer system then the backup
software may communicate with the backup server computer
system to request that the backup image be transmitted from
the backup server computer system back to the client com-
puter system, where it can be used to restore the failed vol-
ume.

Unfortunately, the restoration process may be slow and
inefficient. For example, because many clients typically share
a small number of backup servers, the restoration process
may be slowed by network latencies. Restoration may be
further slowed if a slow or busy network connects the backup
server to its clients. Even if the network speed is fast it may
still take a significant amount of time to transmit the backup
image back to the client computer system if the backup image
contains a large amount of data. During the time the backup
image is being transmitted back to the client computer sys-
tem, the volume may not be available to use. This may cause
users to lose valuable time while waiting for the volume to be
restored.

SUMMARY

Various embodiments of a computer-accessible storage
medium, system, and method for restoring a volume to a host
computer system are disclosed. According to one embodi-
ment of the method, a first copy of a backup image stored on
a remote server may be selected as a data source for the
volume on the host computer system. After selecting the first
copy of the backup image as the data source for the volume,
afirstread request requesting a first set of data blocks from the
volume may be received. In response to determining that the
first set of data blocks is not stored in the volume, the first set
of data blocks may be retrieved from the first copy of the
backup image at the remote server, and may be stored in the
volume on the host computer system. After the first set of data
blocks have been retrieved, the data source for the volume
may be changed from the first copy of the backup image at the
remote server to a second copy of the backup image stored on
a local storage device coupled to the host computer system.
After the data source for the volume has been changed to the
second copy of the backup image, a second read request
requesting a second set of data blocks from the volume may
be received. In response to determining that the second set of
data blocks is not stored in the volume, the second set of data
blocks may be retrieved from the second copy of the backup
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image on the local storage device, and may be stored in the
volume on the host computer system.

In some embodiments the first copy of the backup image
may be selected as the data source for the volume in response
to detecting a failure of the volume.

Further embodiments of the method may comprise placing
an order for the local storage device on which the second copy
of'the backup image is stored with a vendor who manages the
remote server.

Further embodiments of the method may comprise return-
ing the first set of data blocks in response to the first read
request, and returning the second set of data blocks in
response to the second read request.

In some embodiments the second read request may also
request a third set of data blocks from the volume. The
method may further comprise retrieving the third set of data
blocks from the volume in response to determining that the
third set of data blocks is already stored in the volume. In
some embodiments the third set of data blocks may have been
previously retrieved from the first copy of the backup image at
the remote server while the first copy of the backup image was
selected as the data source for the volume. In other embodi-
ments the third set of data blocks may have been previously
retrieved from the second copy of the backup image on the
local storage device while the second copy of the backup
image was selected as the data source for the volume. In other
embodiments the third set of data blocks may include a first
one or more data blocks that were previously retrieved from
the first copy of the backup image at the remote server while
the first copy of the backup image was selected as the data
source for the volume, and a second one or more data blocks
that were previously retrieved from the second copy of the
backup image on the local storage device while the second
copy of the backup image was selected as the data source for
the volume.

Further embodiments of the method may comprise receiv-
ing a third read request requesting one or more data blocks
from the volume after receiving the first read request and
before changing the data source for the volume to the second
copy of the backup image. The one or more data blocks may
include one or more of the first set of data blocks requested by
the first read request and one or more additional data blocks.
The one or more of the first set of data blocks may be retrieved
from the volume in response to the third read request. In
response to determining that the one or more additional data
blocks are not stored in the volume, the one or more additional
data blocks may be retrieved from the first copy of the backup
image at the remote server, and may be stored in the volume.

In some embodiments the data source for the volume may
be changed to the second copy of the backup image while the
volume remains mounted on the host computer system.

Further embodiments of the method may comprise per-
forming a restore operation to retrieve data blocks that have
not yet been requested by a read request from the first copy of
the backup image at the remote server and store them in the
volume. The restore operation may be performed while the
first copy of the backup image is selected as the data source
for the volume. In further embodiments, the restore operation
may be halted, and then may be resumed after the data source
for the volume has been changed to the second copy of the
backup image. The resumed restore operation may continue
retrieving data blocks that have not yet been requested by a
read request from the second copy of the backup image on the
local storage device and store them in the volume.

In some embodiments the method may operate to begin
performing the restore operation before the first read request
is received, and may pause the restore operation in response to
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receiving the first read request. This may enable the first read
request to take priority over the restore operation.

Further embodiments of the method may comprise dis-
playing a graphical user interface enabling a user to select the
data source for the volume, and changing the data source for
the local volume from the first copy of the backup image to the
second copy of the backup image in response to user input
selecting the data source.

The computer-accessible storage medium may store pro-
gram instructions executable by one or more processors to
select a first copy of a backup image stored on a remote server
as a data source for a volume on a host computer system. The
program instructions may be further executable by the one or
more processors to receive a first read request requesting a
first set of data blocks from the volume after selecting the first
copy of the backup image as the data source for the volume.
In response to determining that the first set of data blocks is
not stored in the volume, the program instructions may be
further executable by the one or more processors to retrieve
the first set of data blocks from the first copy of the backup
image at the remote server, and store the first set of data blocks
in the volume. After retrieving the first set of data blocks, the
program instructions may be further executable by the one or
more processors to change the data source for the volume
from the first copy of the backup image at the remote server to
a second copy of the backup image stored on a local storage
device coupled to the host computer system. After changing
the data source for the volume to the second copy of the
backup image, the program instructions may be further
executable by the one or more processors to receive a second
read request requesting a second set of data blocks from the
volume. In response to determining that the second set of data
blocks is not stored in the volume, the program instructions
may be further executable by the one or more processors to
retrieve the second set of data blocks from the second copy of
the backup image on the local storage device, and store the
second set of data blocks in the volume.

A host computer system may comprise one or more pro-
cessors and memory storing program instructions. The pro-
gram instructions may be executable by the one or more
processors to select a first copy of a backup image stored on
a remote server as a data source for a volume on the host
computer system. The program instructions may be further
executable by the one or more processors to receive a first
read request requesting a first set of data blocks from the
volume after selecting the first copy of the backup image as
the data source for the volume. In response to determining
that the first set of data blocks is not stored in the volume, the
program instructions may be further executable by the one or
more processors to retrieve the first set of data blocks from the
first copy of the backup image at the remote server, and store
the first set of data blocks in the volume. After retrieving the
first set of data blocks, the program instructions may be
further executable by the one or more processors to change
the data source for the volume from the first copy of the
backup image at the remote server to a second copy of the
backup image stored on a local storage device coupled to the
host computer system. After changing the data source for the
volume to the second copy of the backup image, the program
instructions may be further executable by the one or more
processors to receive a second read request requesting a sec-
ond set of data blocks from the volume. In response to deter-
mining that the second set of data blocks is not stored in the
volume, the program instructions may be further executable
by the one or more processors to retrieve the second set of data
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blocks from the second copy of the backup image on the local
storage device, and store the second set of data blocks in the
volume.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 illustrates one embodiment of a system for restoring
a data volume from a backup image, where the system
includes a client computer system and a backup server com-
puter system;

FIG. 2 illustrates the system after a local storage device
storing a copy of the backup image has been connected to the
client computer system;

FIG. 3 illustrates one embodiment of the client computer
system in more detail;

FIG. 4 is a flowchart diagram illustrating one embodiment
of a method for instantly restoring a volume to the client
computer system from a first copy of the backup image stored
on the backup server computer system;

FIG. 5 is a flowchart diagram illustrating one embodiment
of'a method for changing the data source for the volume, e.g.,
after the user has received a portable storage device that stores
a second copy of the backup image and connected it to the
client computer system as a local storage device; and

FIG. 6 is a block diagram of a computer accessible storage
medium.

While the invention is susceptible to various modifications
and alternative forms, specific embodiments are shown by
way of example in the drawings and are herein described in
detail. It should be understood, however, that drawings and
detailed description thereto are not intended to limit the
invention to the particular form disclosed, but on the contrary,
the invention is to cover all modifications, equivalents and
alternatives falling within the spirit and scope of the present
invention as defined by the appended claims.

DETAILED DESCRIPTION

Various embodiments of a system and method for restoring
adata volume from a backup image are described herein. FIG.
1 illustrates one embodiment of the system. In the illustrated
embodiment the system includes a client computer system
100 and a backup server computer system 102. The client
computer system 100 may be coupled to the backup server
computer system 102 via a network 84. The network 84 may
include any type of network or combination of networks. For
example, the network may include any type or combination of
local area network (LLAN), a wide area network (WAN), wire-
less networks, an Intranet, the Internet, etc. Examples of local
area networks include Ethernet networks, Fiber Distributed
Data Interface (FDDI) networks, and token ring networks.
The computer systems may each be coupled to the network(s)
using any type of wired or wireless connection medium. For
example, wired mediums may include Ethernet, fiber chan-
nel, a modem connected to plain old telephone service
(POTS), etc. Wireless connection mediums may include a
wireless connection using a wireless communication proto-
col such as IEEE 802.11 (wireless Ethernet), a modem link
through a cellular service, a satellite link, etc.

The client computer system 100 may host a volume 101
that is stored on one or more storage devices 107B. As used
herein, the term “volume” refers to a set of files that are
organized into one or more folders or directories. The volume
101 may be stored on a single storage device 107B or may be
distributed across multiple storage devices.

The client computer system 100 may execute a volume
driver 122, which is software that controls read and write
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access to the volume 101. For example, when a complete copy
of'the data of the volume 101 is present at the client computer
system 100 and the volume is mounted normally, the volume
driver 122 may receive read requests directed to the volume
101 from various software applications executing on the cli-
ent computer system 100 and may retrieve the requested data
from the volume 101 in response to the read requests. During
normal operation the volume driver 122 may also receive
write requests directed to the volume 101 from software
applications and may write the specified data to the volume
101.

As described in detail below, in non-normal operation (e.g.,
during a volume recovery after the volume 101 fails), the
volume driver 122 may operate differently, e.g., by retrieving
requested data from a data source other than the volume 101
itself in response to read operations directed to the volume
101.

The client computer system 100 may also execute client-
side backup/restore software 120 that communicates over the
network 84 with server-side backup/restore software 130
executing on the backup server computer system 102. The
client-side backup/restore software 120 and the server-side
backup/restore software 130 may be configured to commu-
nicate to periodically backup the volume 101 to the backup
server computer system 102. Each time the volume 101 is
backed up, data from the volume may be stored on a storage
device 107A at the backup server computer system 102 in a
respective backup image 104 that reflects the state of the
volume data at the time the backup operation is performed. As
used herein, the term “backup image” refers to a data set
created from a data source (e.g., the volume 101), where the
data set includes a copy of at least some of the data in the data
source.

The backup images 104 created on the backup server com-
puter system 102 may be either full backup images or incre-
mental backup images of the volume 101. A full backup
image may include a complete copy of the volume 101 as it
exists at the time the full backup image is created. For
example, a full backup image may include all of the data of all
of'the files in the volume 101. Thus, a full backup image may
be an independent backup image that does not depend on any
other backup image. An incremental backup image is a
backup image that depends on, or is relative to, another
backup image, e.g., an incremental backup image that repre-
sents the volume data that has changed since a previous
backup image was created. An incremental backup image
may depend on a full backup image (e.g., may represent the
volume data changes that have occurred since the full backup
image was created) or may depend on a previous incremental
backup image (e.g., may represent the volume data changes
that have occurred since the previous incremental backup
image was created). An incremental backup image may
include the volume data that has changed since the time when
the (full or incremental) backup image on which it depends
was created, and may not include volume data that has not
changed since the time when the backup image on which it
depends was created.

In the example of FIG. 1, four backup images 104A-104D
have been created from the volume 101 and stored on the
backup server computer system 102. In various embodiments
any number of backup images 104 may be stored on the
backup server computer system 102. For example, the backup
software may be configured with a backup policy specifying
that backup images should be periodically created from the
volume 101 and stored on the backup server computer system
102. As one example, the backup policy may specify that a
full backup image should be created once a week, with incre-
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6

mental backup images being created at the end of each day, or
another desired time schedule.

In other embodiments, instead of creating the backup
images 104 periodically, the volume 101 may be continu-
ously backed up to a backup image 104 on the backup server
computer system 102, e.g., according to a continuous data
protection (CDP) model. For example, each time the volume
driver 122 receives a new write request directed to the volume
101, the volume driver 122 may write the specified data to the
volume 101, and in addition may also transmit the specified
data to the backup server computer system 102 where it is
used to update the backup image 104 in real time to reflect the
new data.

At a subsequent time after the backup images 104 have
been created on the backup server computer system 102, the
volume 101 may need to be restored from one of the backup
images 104. For example, the storage device 107B at the
client computer system 100 could fail and cause the volume
101 to be lost, or the volume 101 could become corrupted so
that the volume 101 is no longer useable or contains errors.

The client-side backup/restore software 120 may provide a
graphical user interface enabling a user of the client computer
system 100 to request the volume 101 to be restored. For
example, the client-side backup/restore software 120 may
communicate with the server-side backup/restore software
130 to receive a list of all the backup images 104 stored at the
backup server computer system 102 that the user can choose
from, such as the backup images 104 that were previously
created from the volume 101. After determining which
backup images 104 are available at the backup server com-
puter system 102 for the user to choose from, the client-side
backup/restore software 120 may display them in the graphi-
cal user interface and allow the user to select one to use as the
data source for restoring the volume 101 to the client com-
puter system 100. In some embodiments the graphical user
interface may display the date when each available backup
image 104 was created, as well as possibly providing the user
with a default option to select the most recent backup image
104 created from the volume 101. The user may interact with
the graphical user interface to select which backup image 104
he wants to use as the data source for restoring the volume
101.

One conventional approach to restore the volume 101
would be to transfer the entire backup image 104 selected by
the user over the network 84 from the backup server computer
system 102 back to the original client computer system 100,
and then re-create the volume 101 from the backup image.
However, the data transfer may be time consuming if there is
a large amount of data in the backup image, and the user may
need to wait while the data is transferred before the volume
101 can be accessed again.

In recognition of this problem, embodiments of the system
and method may enable the volume 101 to be restored on the
client computer system 100 without first requiring all of the
data in the selected backup image 104 to be transmitted from
the backup server computer system 102 to the client computer
system 100. Instead, a lazy restore technique may be used
where volume data is retrieved from the backup image 104 on
the backup server computer system 102 as needed instead of
transferring the entire backup image 104 to the client com-
puter system 100 at once.

In response to the user selecting the desired backup image
104 to use to restore the volume 101, the client-side backup/
restore software 120 may cause the volume 101 to immedi-
ately become mounted on the client computer system 100 so
that it appears to other applications that the volume 101 is
present on the client computer system 100 as a normal vol-
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ume, even though none of the data of the volume 101 is
actually present yet at the client computer system 100. The
client-side backup/restore software 120 may also configure
the volume driver 122 to cause the volume driver 122 to
re-direct read requests for the volume 101 to the backup
server computer system 102. Once the volume 101 is
mounted, the user may immediately be able to browse and
open folders in the volume 101 to see the files in the volume
101, and software applications may read and write to the files
just as they would (from their perspective) to files in any other
volume 101.

The volume driver 122 may receive each read request
directed to the volume 101 by the file system or by an appli-
cation, and may first check whether the data blocks requested
by the read request are present in the volume 101. Any
requested data blocks that are not yet present locally in the
volume 101 may be requested from the backup server com-
puter system 102. For example, the volume driver 122 may
communicate with a data retrieval module of the server-side
backup/restore software 130 and specify the data blocks that
are needed and which backup image 104 to read them from.
The server-side backup/restore software 130 may read the
specified data blocks from the backup image 104 and transmit
them over the network 84 to the volume driver 122. The
volume driver 122 may receive the data blocks and return
them to the application that requested them. The volume
driver 122 may also store the data blocks in the volume 101.
The volume driver 122 may also maintain metadata indicat-
ing which data blocks are present locally in the volume 101,
and may thus update the metadata as well when new data
blocks are stored in the volume 101.

If'the volume driver 122 receives a read request requesting
data blocks that have already been retrieved from the backup
server computer system 102 and stored in the volume 101, the
volume driver 122 may read these data blocks from the local
volume 101 without retrieving them from the backup server
computer system 102 again. Thus, the first time a particular
data block is requested by a read request, the data block may
be retrieved over the network 84 from the backup server
computer system 102, and the data block may then be
retrieved from the volume 101 on the client computer system
100 in response to any subsequent read requests requesting
the same data block. In this way, the volume 101 may start out
empty, and the volume data may gradually be restored to the
volume 101 over time as more and more of the data blocks are
requested.

Since the data blocks of the volume 101 are retrieved from
the remote backup server computer system 102 on an as-
needed basis, software applications can begin to use the vol-
ume 101 again almost immediately without having to first
wait for the entire set of data blocks to be restored from the
backup server computer system 102 to the local client com-
puter system 100. This feature may be referred to as “instant
volume restore” since the volume can effectively be restored
and used instantly (or almost instantly, with only a small
amount of time needed to configure the volume driver 122 to
begin retrieving the volume data from the backup image 104
on the remote backup server computer system 102). Since the
backup image 104 may be stored remotely on the backup
server computer system 102 without the user of the client
computer system 100 knowing where exactly the backup
image 104 is located, it is common to refer to it as being stored
“inthe cloud”, and thus the instant volume restore may also be
referred to as a “cloud-based instant volume restore”.

In further embodiments, in addition to the volume driver
122 retrieving from the backup server computer system 102
the particular data blocks that are specifically requested by
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applications executing on the client computer system 100,
other data blocks that have not been specifically requested
may also be restored to the volume 101 in the background. For
example, the client computer system 100 may be configured
to execute a background restore module 127 that executes
when the client computer system 100 is not busy performing
other input/output or processing tasks, and/or when extra
network bandwidth is available to the client computer system
100. The background restore module 127 may communicate
with the backup server computer system 102 to retrieve data
blocks from the backup image 104 that have not yet been
requested or retrieved by the volume driver 122. This may
continue until all of the data blocks of the volume 101 have
been restored to the client computer system 100. The back-
ground restore module 127 may give precedence to the vol-
ume driver 122 to enable it to quickly retrieve the particular
volume data blocks that are specifically requested by other
applications executing on the client computer system 100 so
that the background retrieval of the unrequested data blocks
does notinterfere with or delay the retrieval of the specifically
requested data blocks.

The volume driver 122 may also handle write requests
directed to the volume 101. Each write request may specify
one or more data blocks to be written to the volume. The
volume driver 122 may write the specified data blocks to the
volume 101 and update the metadata to indicate that these
data blocks are now present in the volume 101. If a subse-
quent read request requests these data blocks, they may be
read from the volume 101.

Although the cloud-based instant volume restore method
discussed above may enable applications to immediately
begin using a failed volume 101 again, there may still be some
delay involved in retrieving the volume data blocks requested
by the applications from the remote backup server computer
system, e.g., due to network latency. Also, the retrieval of the
volume data blocks over the network 84 may reduce the
amount of network bandwidth available to other applications,
and may require the client computer system 100 to remain
connected to the backup server computer system 102 for a
significant amount of time ifthere is a large amount of volume
data. In recognition of these problems, further embodiments
of the system and method may enable the data source for the
volume 101 to be switched from the remote backup server
computer system 102 to a local data source at a later time. For
example, when the volume 101 on the client computer system
100 fails, the user may contact an administrator or organiza-
tion who manages the backup server computer system 102
and may order a copy of the desired backup image 104 to use
to restore the volume 101. In some embodiments the client-
side backup/restore software 120 may be configured to dis-
play a graphical user interface that enables the userto place an
order to receive a portable storage device storing a copy of the
backup image 104. In response to user input to the graphical
user interface, the client-side backup/restore software 120
may communicate with an e-commerce system of a vendor or
service provider who manages the backup server computer
system 102 to electronically place the order. The vendor or
service provider may then ship the user a portable storage
device (e.g., a USB hard drive for example) on which a copy
of the backup image 104 is stored.

In the meantime, while the user is waiting for the portable
storage device to arrive, the volume driver 122 may be con-
figured to use the remote copy of the backup image stored at
the remote backup server computer system 102 as the data
source for the volume 101, as described above. Once the
portable storage device arrives to the user, the user may con-
nect the portable storage device to the client computer system
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100 so thatitis available on the client computer system 100 as
a local storage device 140, as illustrated in FIG. 2. The user
may then interact with a graphical user interface of the client-
side backup/restore software 120 to switch to the copy of the
backup image 104 stored on the local storage device 140 as
the data source for the volume 101. In response, the client-
side backup/restore software 120 may configure the volume
driver 122 to begin directing read requests for the volume 101
to the local copy of the backup image 104 stored on the local
storage device 140 instead of to the remote copy of the backup
image 104 stored on the remote backup server computer
system 102. The volume driver 122 may handle the read
requests similarly as described above, e.g., by retrieving
requested data blocks from the volume 101 itself if they are
present in the volume 101, or by else by retrieving them from
the copy of the backup image stored on the local storage
device 140 and storing them in the volume 101 so that they
will be available there in the future. Write requests may also
be handled similarly as described above, e.g., by writing the
specified data blocks to the volume 101 and updating the
metadata to indicate that these data blocks are now present in
the volume 101.

After the volume data source has been switched to the local
copy of the backup image 104 stored on the local storage
device 140, the background restore module 127 may operate
in the background to retrieve data blocks that have not yet
been requested from the local copy of the backup image 140
and store them in the volume 101.

Thus, the remote copy of the backup image 104 stored on
the remote backup server computer system 102 may first be
used as the data source for the volume 101 so that the user and
the applications on the client computer system 100 can imme-
diately begin using the volume 101 again. The data source for
the volume 101 may then be switched to the local copy of the
backup image 104 stored on the local storage device 140 once
the user receives it and connects it to the client computer
system 100. This may enable the remainder of the data blocks
to be retrieved from the local storage device 140 and added to
the volume 101 without requiring them to be transferred to the
client computer system 100 from the backup server computer
system 102 over the network 84. This may reduce the amount
of network bandwidth used for the volume restoration, as well
as enabling the remaining data blocks to be restored to the
volume 101 more quickly since they can likely be transferred
to the volume 101 more quickly from the local storage device
140. Switching the volume data source to the local storage
device may also enable the client-side backup/restore soft-
ware 120 and volume driver 122 to disconnect from the
backup server computer system.

Throughout the restoration process, the volume 101 may
remain mounted on the client computer system 100 and avail-
able for use by software applications. The retrieval of the
volume data blocks from the external data source (e.g., from
the copy of the backup image 104 on the backup server
computer system 102 or from the copy of the backup image
104 on the local storage device 140) may be handled by the
volume driver 122 and/or the client-side backup/restore soft-
ware 120 without the other software applications being aware
that the volume 101 is any different than a normal volume.
Also, when the data source for the volume is switched from
the copy of the backup image 104 on the backup server
computer system 102 to the copy of the backup image 104 on
the local storage device 140, the switchover may happen
invisibly to other applications, e.g., so that the volume con-
tinues to be mounted and available for the applications to read
from and write to.
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In some embodiments the client-side backup/restore soft-
ware 120 may enable the user to select different kinds of
restore operations. For example, the user may be able to select
alazy restore operation which operates to retrieve the volume
data blocks that are specifically requested by other applica-
tions from a data source external to the volume on an as-
needed basis as described above. The user may also be able to
turn on or off the background restore operation that retrieves
unrequested data blocks from the external data source in the
background, e.g., in a low priority thread or task. The user
may also be able to select a full restore operation which
operates similarly to the background restore option by copy-
ing in the data blocks that are not present yet in the volume
101 from the external data source, but which operates in a
high priority thread or task so that the volume restoration
process is completed as quickly as possible. The user may
also be able to switch back and forth between different restore
modes.

It is noted that embodiments of the method may also be
used to instantly restore a volume 101 to a computer system
other than the original client computer system 100 from
which the volume 101 was created. The target computer sys-
tem may execute the client-side backup/restore software 120,
with which the user may interact to select a desired backup
image to use as a source for a new volume on the target
computer system. The client-side backup/restore software
120 may then use the instant restore method to instantly create
the volume on the target computer system using the selected
backup image as the volume data source.

In various embodiments, the client computer system 100
and the backup server computer system 102 may each be any
kind of computer system, such as a personal computer system
(PC), workstation, network appliance, distributed computer
system, handheld device, or other computing device or com-
binations of devices. In general, the term “computer system”
can be defined to encompass any device (or combination of
devices) having at least one processor that executes instruc-
tions from one or more storage mediums. FIG. 3 illustrates
one embodiment of the client computer system 100 in more
detail. The client computer system 100 may have any con-
figuration or architecture, and FIG. 2 illustrates a representa-
tive PC embodiment. Elements of a computer not necessary to
understand the present description have been omitted for
simplicity.

The client computer system 100 may include at least one
central processing unit or CPU (processor) 160 which is
coupled to a processor or host bus 162. The CPU 160 may be
any of various types. For example, in some embodiments, the
processor 160 may be compatible with the x86 architecture,
while in other embodiments the processor 160 may be com-
patible with the SPARC™ family of processors. Also, in some
embodiments the client computer system 100 may include
multiple processors 160.

The client computer system 100 may also include memory
166 in which program instructions implementing the client-
side backup/restore software 120, the volume driver 122, and
the background restore module 127 are stored. In some
embodiments the memory 166 may include one or more
forms of random access memory (RAM) such as dynamic
RAM (DRAM) or synchronous DRAM (SDRAM). In other
embodiments, the memory 166 may include any other type of
memory configured to store program instructions. The
memory 166 may also store operating system software or
other software used to control the operation of the client
computer system 100. The memory controller 164 may be
configured to control the memory 166.
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The host bus 162 may be coupled to an expansion or
input/output bus 170 by means of a bus controller 168 or bus
bridge logic. The expansion bus 170 may be the PCI (Periph-
eral Component Interconnect) expansion bus, although other
bus types can be used. Various devices may be coupled to the
expansion or input/output bus 170, such as a video display
subsystem 180 which sends video signals to a display device,
and a network card or device 187 that enables the client
computer system 100 to send and receive information over the
network 84.

The volume 101 may be stored on a storage device 107B
which is included in or coupled to the client computer system
100. In some embodiments the storage device 107B may be a
hard disk drive 182 or other storage device that stores infor-
mation in a non-volatile manner. FIG. 2 also illustrates the
local storage device 140 after the user has received it and
connected it to the client computer system 100. As discussed
above, the storage device 140 may store a copy of the backup
image 104 that the user selects as the source for the volume
101. In various embodiments the storage device 140 may be
any kind of storage device or may include any kind of storage
media, such as a disk drive, tape drive, optical disk, flash
memory, etc. The storage device 140 may be a portable stor-
age device with a small form factor that can be easily shipped
to the user. The storage device 140 may be connected to the
client computer system 100 in various ways, such as through
a universal serial bus (USB) port or other type of bus or
communication port. As used herein, the term “local storage
device” means that the storage device is local to a particular
computer system to which the storage device is connected so
that the computer system can communicate with the storage
device without communicating over a wide area network
(WAN) or the Internet. In some embodiments, the local stor-
age device may be coupled to the computer system through
another type of network other than a WAN or the Internet,
such as a through a local area network (LAN). In other
embodiments the local storage device may be directly con-
nected to the computer system through one or more cables
(e.g.,aUSB cable) without using a network, in which case the
local storage device is referred to herein as a “non-network
local storage device”.

FIG. 4 is a flowchart diagram illustrating one embodiment
of' a method for instantly restoring a volume to a host com-
puter system (e.g., to the client computer system 100) from a
first copy of a backup image stored on a remote server com-
puter system. The method may be implemented by software
executing on the host computer system, such as the client-side
backup/restore software 120 and the volume driver 122 in
some embodiments.

In block 501, the client-side backup/restore software 120
may select the first copy of the backup image stored on the
remote server computer system as the data source for a local
volume on the host computer system. In response, the client-
side backup/restore software 120 may configure the volume
driver 122 to begin directing read requests for the volume to
the first copy of the backup image. The first copy of the
backup image may be selected as the data source for the
volume in order to restore the volume in response to detecting
a failure of the volume.

In block 503 the volume driver 122 may receive a read
request requesting a set of data blocks from the volume. For
example, the read request may originate from another appli-
cation on the host computer system or from the file system of
the host computer system. In block 505 the volume driver 122
may determine whether the set of data blocks is already stored
in the volume. As indicated in blocks 507 and 509, if the set of
data blocks is not present in the volume then the volume
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driver 122 may retrieve the set of data blocks from the first
copy of the backup image at the remote server computer
system. The volume driver may also store the set of data
blocks in the volume and update volume metadata to indicate
that the set of data blocks are now stored in the volume, as
shown in blocks 511 and 513.

Otherwise, as indicated in blocks 507 and 515, if the set of
data blocks is already present in the volume then the volume
driver 122 may retrieve the set of data blocks from the vol-
ume.

In block 517 the volume driver may return the set of data
blocks in response to the read request.

FIG. 5 is a flowchart diagram illustrating one embodiment
of a method changing the data source for the volume, e.g.,
after the user has received a portable storage device that stores
a second copy of the backup image and connected it to the
host computer system as a local storage device. Again, the
method may be implemented by software executing on the
host computer system, such as the client-side backup/restore
software 120 and the volume driver 122.

In block 531 the client-side backup/restore software 120
may change the data source for the volume from the first copy
of the backup image stored on the remote server computer
system to the second copy of the backup image stored on the
local storage device. In response, the client-side backup/re-
store software 120 may configure the volume driver 122 to
begin directing read requests for the volume to the second
copy of the backup image instead of to the first copy of the
backup image. The client-side backup/restore software 120
may display a graphical user interface enabling the user to
change the data source for the volume to the second copy of
the backup image. In some embodiments the volume may
remain mounted on the host computer while the data source
for the volume is changed to the second copy of the backup
image.

In block 533 the volume driver 122 may receive a read
request requesting a set of data blocks from the volume. In
block 535 the volume driver 122 may determine whether the
set of data blocks is already stored in the volume. As indicated
in blocks 537 and 539, if the set of data blocks is not present
in the volume then the volume driver 122 may retrieve the set
of data blocks from the second copy of the backup image on
the local storage device. The volume driver may also store the
set of data blocks in the volume and update volume metadata
to indicate that the set of data blocks are now stored in the
volume, as shown in blocks 541 and 543.

Otherwise, as indicated in blocks 537 and 545, if the set of
data blocks is already present in the volume then the volume
driver 122 may retrieve the set of data blocks from the vol-
ume. For example, the set of data blocks may have previously
been retrieved from the first copy of the backup image and
stored in the volume in response to a read request that was
received when the first copy of the backup image was still
selected as the data source for the volume. As another
example, the set of data blocks may have previously been
retrieved from the second copy of the backup image and
stored in the volume in response to a read request that was
received after the data source for the volume had already been
changed to the second copy of the backup image. As another
example, one subset of the set of data blocks may have pre-
viously been retrieved from the first copy of the backup image
and stored in the volume in response to one read request, and
another subset of the set of data blocks may have previously
been retrieved from the second copy of the backup image and
stored in the volume in response to another read request.

In block 547 the volume driver may return the set of data
blocks in response to the read request.
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In the flowchart examples, it is assumed that either the
entire set of data blocks requested by a read request is present
in the volume, or none of them are present. In other embodi-
ments, one subset of the set of data blocks requested by a read
request may be present in the volume, and another subset may
not be present. For example, a third read request requesting a
set of data blocks from the local volume may be received,
where the set of data blocks includes a first subset of data
blocks that were previously requested by a previous read
request and a second subset of data blocks that have not yet
been requested by any read request. In this example, the first
subset of data blocks may be retrieved from the volume in
response to the read request, and the second subset of data
blocks may be retrieved from the volume’s data source (either
from the first copy of the backup image or the second copy of
the backup image, depending on which data source the vol-
ume is set to at the time).

In further embodiments, while the first copy of the backup
image is selected as the data source for the volume, the client-
side backup/restore software 120 may initiate a background
restore operation to retrieve data blocks that have not yet been
requested by any read requests from the first copy of the
backup image at the remote server computer system and store
them in the local volume. The client-side backup/restore soft-
ware 120 may then halt the background restore operation
before it has completed. After the data source for the local
volume has been changed to the second copy of the backup
image, the client-side backup/restore software 120 may
resume the background restore operation to continue retriev-
ing data blocks that have not yet been requested by any read
requests from the second copy of the backup image on the
local storage device and store them in the local volume. The
resumed background restore operation may continue where
the previous background restore operation left off, e.g., so
that data blocks that were already retrieved by the previous
background restore operation remain in the volume and do
not need to be re-stored in the volume.

Turning now to FIG. 6, a block diagram of a computer
accessible storage medium 900 is shown. The computer
accessible storage medium 900 may store program instruc-
tions executable by one or more processors to implement
various functions described above, such as program instruc-
tions associated with the client-side backup/restore software
120, the volume driver 122, and/or the background restore
module 127. Generally, the computer accessible storage
medium 900 may store any set of instructions which, when
executed, implement a portion or all of the functions
described above for restoring a volume.

Generally speaking, a computer accessible storage
medium may include any storage media accessible by one or
more computers during use to provide instructions and/or
data to the computer(s). For example, a computer accessible
storage medium may include storage media such as magnetic
or optical media, e.g., one or more disks (fixed or removable),
tapes, CD-ROMs, DVD-ROMs, CD-Rs, CD-RWs, DVD-Rs,
DVD-RWs, or Blu-Ray disks. Storage media may further
include volatile or non-volatile memory media such as RAM
(e.g. synchronous dynamic RAM (SDRAM), Rambus
DRAM (RDRAM), static RAM (SRAM), etc.), ROM, Flash
memory, non-volatile memory (e.g. Flash memory) acces-
sible via a peripheral interface such as the Universal Serial
Bus (USB) interface, a flash memory interface (FMI), a serial
peripheral interface (SPI), etc. Storage media may include
microelectromechanical systems (MEMS), as well as storage
media accessible via a communication medium such as a
network and/or awireless link. A carrier medium may include
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computer accessible storage media as well as transmission
media such as wired or wireless transmission.

Numerous variations and modifications will become
apparent to those skilled in the art once the above disclosure
is fully appreciated. It is intended that the following claims be
interpreted to embrace all such variations and modifications.

What is claimed is:

1. A non-transitory, computer-accessible storage medium
storing program instructions executable by one or more pro-
cessors to:

select a first copy of a backup image stored on a remote

server as a data source for a volume on a host computer
system,
after selecting the first copy of the backup image as the data
source for the volume, receive a first read request
requesting a first set of data blocks from the volume;

inresponse to determining that the first set of data blocks is
not stored in the volume, retrieve the first set of data
blocks from the first copy of the backup image at the
remote server, and store the first set of data blocks in the
volume;

while the first copy of the backup image is selected as the

data source for the volume, initiate a restore operation to
retrieve data blocks that have not yet been requested by
a read request from the first copy of the backup image at
the remote server and store them in the volume;

halt the restore operation;

after retrieving the first set of data blocks, change the data

source for the volume from the first copy of the backup
image at the remote server to a second copy of the
backup image stored on a local storage device coupled to
the host computer system;

after the data source for the volume has been changed to the

second copy of the backup image, resume the restore
operation to continue retrieving data blocks that have not
yet been requested by a read request from the second
copy of the backup image on the local storage device and
store them in the volume;

after the data source for the volume has been changed to the

second copy of the backup image, receive a second read
request requesting a second set of data blocks from the
volume; and

in response to determining that the second set of data

blocks is not stored in the volume, retrieve the second set
of datablocks from the second copy of the backup image
on the local storage device, and store the second set of
data blocks in the volume.

2. The non-transitory, computer-accessible
medium of claim 1,

wherein the program instructions are executable by the one

or more processors to select the first copy of the backup
image as the data source for the volume in response to
detecting a failure of the volume.

3. The non-transitory, computer-accessible storage
medium of claim 1, wherein the program instructions are
further executable by the one or more processors to:

place an order for the local storage device on which the

second copy of the backup image is stored with a vendor
who manages the remote server.

4. The non-transitory, computer-accessible storage
medium of claim 1, wherein the program instructions are
further executable by the one or more processors to:

return the first set of data blocks in response to the first read

request; and

return the second set of data blocks in response to the

second read request.

storage
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5. The non-transitory, computer-accessible
medium of claim 1,

wherein the second read request also requests a third set of

data blocks from the volume;

wherein the program instructions are further executable by

the one or more processors to retrieve the third set of data
blocks from the volume in response to determining that
the third set of data blocks is already stored in the vol-
ume.

6. The non-transitory,
medium of claim 5,

wherein the third set of data blocks were previously

retrieved from the first copy of the backup image at the
remote server while the first copy of the backup image
was selected as the data source for the volume.

7. The non-transitory, computer-accessible
medium of claim 5,

wherein the third set of data blocks were previously

retrieved from the second copy of the backup image on
the local storage device while the second copy of the
backup image was selected as the data source for the
volume.

8. The non-transitory,
medium of claim 5,

wherein the third set of data blocks includes a first one or

more data blocks that were previously retrieved from the
first copy of the backup image at the remote server while
the first copy of the backup image was selected as the
data source for the volume, and a second one or more
data blocks that were previously retrieved from the sec-
ond copy ofthe backup image on the local storage device
while the second copy of the backup image was selected
as the data source for the volume.

9. The non-transitory, computer-accessible storage
medium of claim 1, wherein the program instructions are
further executable by the one or more processors to:

after receiving the first read request and before changing

the data source for the volume to the second copy of the
backup image, receive a third read request requesting
one or more data blocks from the volume, wherein the
one or more data blocks includes one or more of the first
set of data blocks requested by the first read request and
one or more additional data blocks;

retrieve the one or more of the first set of data blocks from

the volume in response to the third read request; and

in response to determining that the one or more additional

data blocks are not stored in the volume, retrieve the one
or more additional data blocks from the first copy of the
backup image at the remote server, and store the one or
more additional data blocks in the volume.

10. The non-transitory, computer-accessible storage
medium of claim 1,

wherein the program instructions are executable by the one

or more processors to change the data source for the
volume to the second copy of the backup image while
the volume remains mounted on the host computer sys-
tem.

11. The non-transitory, computer-accessible storage
medium of claim 1, wherein the program instructions are
executable by the one or more processors to:

begin performing the restore operation before the first read

request is received; and

pause the restore operation in response to receiving the first

read request.

12. The non-transitory, computer-accessible storage
medium of claim 1, wherein the program instructions are
further executable by the one or more processors to:
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display a graphical user interface enabling a user to select
the data source for the volume;

perform said changing the data source for the volume from
the first copy of the backup image to the second copy of
the backup image in response to user input selecting the
data source.

13. A host computer system comprising:

one or more processors; and

memory storing program instructions, wherein the pro-
gram instructions are executable by the one or more
processors to:

select a first copy of a backup image stored on a remote
server as a data source for a volume on the host computer
system,

after selecting the first copy of the backup image as the data
source for the volume, receive a first read request
requesting a first set of data blocks from the volume;

inresponse to determining that the first set of data blocks is
not stored in the volume, retrieve the first set of data
blocks from the first copy of the backup image at the
remote server, and store the first set of data blocks in the
volume;

while the first copy of the backup image is selected as the
data source for the volume, initiate a restore operation to
retrieve data blocks that have not yet been requested by
a read request from the first copy of the backup image at
the remote server and store them in the volume;

halt the restore operation;

after retrieving the first set of data blocks, change the data
source for the volume from the first copy of the backup
image at the remote server to a second copy of the
backup image stored on a local storage device coupled to
the host computer system;

after the data source for the volume has been changed to the
second copy of the backup image, resume the restore
operation to continue retrieving data blocks that have not
yet been requested by a read request from the second
copy of the backup image on the local storage device and
store them in the volume;

after the data source for the volume has been changed to the
second copy of the backup image, receive a second read
request requesting a second set of data blocks from the
volume; and

in response to determining that the second set of data
blocks is not stored in the volume, retrieve the second set
of datablocks from the second copy of the backup image
on the local storage device, and store the second set of
data blocks in the volume.

14. A method comprising:

executing software on a computer system, wherein execut-
ing the software includes the software performing the
following:

selecting a first copy of a backup image stored on a remote
server as a data source for a volume on a host computer
system,

after selecting the first copy of the backup image as the data
source for the volume, receiving a first read request
requesting a first set of data blocks from the volume;

inresponse to determining that the first set of data blocks is
not stored in the volume, retrieving the first set of data
blocks from the first copy of the backup image at the
remote server, and storing the first set of data blocks in
the volume;

while the first copy of the backup image is selected as the
data source for the volume, initiating a restore operation
to retrieve data blocks that have not yet been requested
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by a read request from the first copy of the backup image
at the remote server and store them in the volume;

halting the restore operation;

after retrieving the first set of data blocks, changing the data
source for the volume from the first copy of the backup
image at the remote server to a second copy of the
backup image stored on a local storage device coupled to
the host computer system;

after the data source for the volume has been changed to the
second copy of the backup image, resuming the restore
operation to continue retrieving data blocks that have not
yet been requested by a read request from the second
copy of the backup image on the local storage device and
store them in the volume;

after the data source for the volume has been changed to the
second copy of the backup image, receiving a second
read request requesting a second set of data blocks from
the volume; and

in response to determining that the second set of data
blocks is not stored in the volume, retrieving the second
set of data blocks from the second copy of the backup
image on the local storage device, and storing the second
set of data blocks in the volume.
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